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# [Transcripción](https://onedrive.live.com?cid=69944F04A8B4D022&id=69944F04A8B4D022!s121f9fca6f034a28b185aa50ed2f79f3)

[Bienvenidos, yo soy Alejandro Chávez y en este video te voy a hablar de la auditoría informática y sus. Verdades y bueno, por definición, la auditoría informática, pues no es más que la auditoría aplicada a recursos informáticos. Estos recursos pueden ser ubicaciones como edificios e inmuebles, centro de procesamiento se puede aplicar también a la normatividad, leyes, políticas, procesos al hardware que es el eq. Grupo el software que son las aplicaciones y también a la información, principalmente en accesos y permisos. Sí lo que tiene que ver con seguridad y privacidad muy bien y el proceso de auditoría, pues es el proceso de planeación de la auditoría, la definición del objetivo, la documentación previa, la verificación de controles internos en el análisis de brechas y el informe con recomendaciones de todo esto lo voy a explicar en vídeos posteriores para que no te los pierdas. Los elementos más importantes de una auditoría, pues es el análisis de riesgo, la detección de vulnerabilidades, la revisión de los controles y el informe de hallazgos y recomendaciones. Bien y qué necesitas saber en un auditor de otra área, pues necesitas saber informática. Básica necesita conocer los elementos de hardware, si los elementos de software, elementos de seguridad general, conocer buenos proveedores o especialistas para cuando necesite que alguien con mayor conocimiento profundice ha investigar y lo que ya sabes como auditor, eso también lo vas a usar. ¿Existe algún estándar? Sí en laissac, que es la asociación mundial que se dedica a estos temas, tenemos la certificación cisa para certificar o convertir a un auditor, digamos normal, en un auditor informático. Ahí está en la dirección y saca.org en laiseka. También hay una guía que se llama COVID, donde viene todos los procesos que hay que auditar en informática, con actividades clave, con indicadores y con roles opuestos. Bien también existen otros modelos como Nissan. O hizo 27001, entre otros. Bien, por ejemplo, la página del aisaka se ve así ahí tenés que entrar a isaka.org y ahí viene muchísima información gratuita que puedes usar. Profundizando si te metes ahí en la y saca al URL que estás viendo ahí arriba, pues entras a ver, por ejemplo, qué qué ventajas tiene y qué requisitos tiene ser un auditor certificado de sistemas de informaci. ¿También si quieres saber más de COVID, por ahí viene suficiente información y claro si te afilias, pues se libera la información casi toda gratuita, no? Y entonces ahí está COVID, en el 2019, ahorita estamos en 2020, pero la última versión fue 2019 y esta versión cambia más o menos cada 5 años para actualizarse. Bien por la parte de ISO 27000, pues primero tienes que entrar a ISO punto.](https://onedrive.live.com?cid=69944F04A8B4D022&id=69944F04A8B4D022!s121f9fca6f034a28b185aa50ed2f79f3)

[O r g.](https://onedrive.live.com?cid=69944F04A8B4D022&id=69944F04A8B4D022!s121f9fca6f034a28b185aa50ed2f79f3)

[Para que entres ahí donde están todas las normas y ya que entraste aquí, bueno, pues buscas las normas de tecnología de información y entras a la 27001 de gestión de seguridad en la información. Ahí viene muchísima información. ¿Y en la parte de nice, pues es Miss punto go con v donde es este? Pues este ahora sí que la la es un organismo, una dependencia del Gobierno americano, Estados Unidos, donde este como estás viendo en pantalla viene todo lo que quieres saber de ciberseguridad, privacidad, riesgos, etcétera, etcétera.](https://onedrive.live.com?cid=69944F04A8B4D022&id=69944F04A8B4D022!s121f9fca6f034a28b185aa50ed2f79f3)

[No.](https://onedrive.live.com?cid=69944F04A8B4D022&id=69944F04A8B4D022!s121f9fca6f034a28b185aa50ed2f79f3)

[¿Bien y bueno, yo en especial en lo específico, cómo hago las auditorías? Bueno, cuando me dejan hacerlas como deben de ser primero determinó el sujeto y objetivo de la auditoría para ver a qué proceso o departamento o sistema me voy a abocar después como segundo punto, reviso los procesos relacionados a eso en COVID en el tercer punto, ya que encontré el proceso, veo las actividades principales y los indicadores que dice COVID que tengo que medir. Y una vez con eso en el punto cuatro, pues realizó la auditoría, así como ya sabes hacerla, pero considerando todo esto, y por último, si es necesario, contrató a un especialista para tareas de investigación más técnica para, por ejemplo, que investiguen algo de tecnologías de Microsoft, de Google, de Oracle, de IBM, etcétera, no dependiendo de HP, dependiendo que que software y hardware y sistemas haya comprado el cliente.](https://onedrive.live.com?cid=69944F04A8B4D022&id=69944F04A8B4D022!s121f9fca6f034a28b185aa50ed2f79f3)

[A.](https://onedrive.live.com?cid=69944F04A8B4D022&id=69944F04A8B4D022!s121f9fca6f034a28b185aa50ed2f79f3)

[Bien, pues las referencias como ves ahí, si si Vives en México hay un instituto que es el IE. el Instituto de especialización para ejecutivos, ellos tienen una un diplomado en auditoría muy interesante, donde un módulo es auditoría informática. La isaka como estás viendo ahí, pues es una referencia obligada en consulta, por ahí nosotros te podemos ofrecer servicios e información. El niss como viste es un sitio muy importante y también él le hizo 27001. Bueno, pues para saber más, consulta a tu auditor de confianza en la empresa como segundo punto, pues sigue en nuestros vídeos en youtube, el canal de auditor informático suscríbete y compártelo y puedes visitar el sitio de consultay.mx. Yo soy Alejandro Chávez, mi correo es.](https://onedrive.live.com?cid=69944F04A8B4D022&id=69944F04A8B4D022!s121f9fca6f034a28b185aa50ed2f79f3)